
Binji FinTech, Inc. is a funded stealth-mode company that is working on a new banking 

platform and card distribution tools. 

We are seeking a senior (6+ years experience) and junior (2+ years experience) system analyst. 

Reporting directly to the CTO, the senior systems analyst is responsible for direct daily 

management of all enterprise systems including the Binji platform and all connected 

containerized micro services. Responsibilities also includes the expansion of the Binji platform 

system architecture, system data connectivity, API documentation, and the management of the 

high reliability advanced performing technology. 

Responsibilities 

• Organize all system integration documentation requirements with milestones and 

deadlines. 

• Detail enterprise KPI monitoring requirements for real-time daily monitoring and 

automated system performance reporting. 

• The organization and grouping of all automated exception capture issues through our 

advanced user experience monitoring feedback engine. 

• The organization and prioritization of all customer and user reported issues and 

improvement suggestions. 

• Troubleshoot issues and resolve in a way that improves system stability and/or eliminates 

reoccurring problems. 

• Over-site of all Manage virtual environment networks and new builds of application. 

• Implement and maintain proper information and system security as well as perform 

security audits to confirm policy and best practices are in place. 

• Monitor network and data center systems and services to ensure all are running properly 

and are highly stable. Respond rapidly to any warnings, alerts or alarms that impact 

performance, security or availability. 

• Documentation of system architecture 

• Create appropriate data dictionary 

• Responsible for data migration mapping 

• Create and contribute to user manuals 

• Maintain appropriate patch levels for all software, operating systems and firmware to 

ensure optimum performance and security compliance. 

• Review exceptions to policy and standards and making recommendations to management 

based on risk 

• Drive requirements for implementation of security controls 

Requirements 

• Must have proven experience of creating 1.) sequence diagrams and 2.) data flow 

diagrams considering PII and regulatory compliances 

• Able to document administrative documents 

• Strong planning, organizational and documentation skills 

• Critical thinking and conflict resolution skills 



• Comprehensive understanding of database architecture design 

• Understanding of application security, distributed systems and single sign on systems 

• Proficient in documentation tools to organize flow charts and data mapping relationships 

• Understanding of compliance requirements and PII, personally identifiable information 

• Must be a team player with an anything is possible attitude 

• Passionate about technology; innovator or early adopter 

Qualifications 

• Bachelor’s degree in Business or Information Technology, Computer Science, 

Engineering, Finance or related field. 

• A minimum of 2 plus years of related experience for junior position and 6 plus years of 

related experience for senior position 

• Strong knowledge of data analysis using SQL, ER diagrams and other tools 

• Demonstrated experience in learning new technologies quickly 

• Application development, Infrastructure, Security architecture experience a plus 

• Modern web stack technology experience a plus 

 

 


